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PCI SECURITY STANDARDS COUNCIL INVITES INDUSTRY INPUT DURING NEXT 

PHASE OF STANDARDS DEVELOPMENT 

— Official feedback period from November 2011 to April 2012 will solicit comments and 

experiences of members and wider community on PCI DSS and PA-DSS for improved 

payment security — 

 

WAKEFIELD, Mass., November 01, 2011 —The PCI Security Standards Council (PCI 

SSC), a global, open industry standards body providing management of the Payment 

Card Industry Data Security Standard (PCI DSS), PIN Transaction Security 

Requirements (PTS) and the Payment Application Data Security Standard (PA-DSS), 

today announced the launch of its formal feedback period on version 2.0 of the  PCI 

DSS and PA-DSS, inviting Participating Organizations and assessors to provide 

suggestions and commentary on the development of the next PCI Standards. 

 

The PCI Council works on a three-year lifecycle to update the PCI Standards. Feedback 

from Participating Organizations representing merchants, banks, processors, vendors, 

security assessors and those across the payment chain is the foundational element of 

this process. The feedback period takes place a full year after the new versions of the 

DSS and PA-DSS were released, giving organizations the opportunity to provide input 

based on their experiences in implementing the standards. As of December 31, 2011, 

version 1.2.1of the PCI DSS and PA-DSS is retired and all validation efforts for 

compliance must follow version 2.0. 

 

Beginning today, PCI stakeholders can submit input through a new online tool that 

automates and makes feedback easier to supply. All feedback will be reviewed by the 

Council and included in discussion for the next iteration of the PCI Standards. 

https://www.pcisecuritystandards.org/index.shtml
https://www.pcisecuritystandards.org/index.shtml
https://www.pcisecuritystandards.org/security_standards/pci_dss.shtml
https://www.pcisecuritystandards.org/security_standards/ped/index.shtml
https://www.pcisecuritystandards.org/security_standards/pa_dss.shtml


 

In the Council’s last feedback cycle, hundreds of comments were received, with more 

than 50 percent coming from outside the U.S.  

 

“With the Council’s Participating Organization base having grown substantially in 

Europe over the last year, and particularly with increased global representation on our 

Board of Advisors, we’re really looking forward to receiving input from our stakeholders 

around the world,” said Jeremy King, European Director, PCI Security Standards 

Council. “In a changing payments environment, it’s this input that will help us maintain a 

global standard that ensures the protection of cardholder data remains paramount.” 

 

Feedback submissions will be grouped into three categories - Clarifications, Additional 

Guidance and Evolving Requirements - and shared for discussion with Participating 

Organizations and the assessment community at the 2012 PCI Community Meetings.  

 

"Our community is made up of experts from across the payments chain, around the 

world and from organizations of every size, each dealing with different aspects of the 

PCI process,” said Bob Russo, general manager, PCI Security Standards Council. “We 

rely on their feedback and unique experiences to help us continually improve these 

standards for the protection of cardholder data.” 

 

The online feedback tool can be accessed at online at https://programs.pcissc.org/. 

  

Please email support@pcisecuritystandards.org for assistance with credentials or with 

any questions on using the feedback tool.   

 

About the PCI Security Standards Council  

The PCI Security Standards Council is an open, global forum that is responsible for the 

development, management, education, and awareness of the PCI Data Security 

Standard (PCI DSS) and related standards that increase payment data security.  

Founded in 2006 by the major payment card brands American Express, Discover 

Financial Services, JCB International, MasterCard Worldwide and Visa Inc., the Council 

has more than 600 Participating Organizations representing merchants, banks, 

processors and vendors worldwide. To learn more about playing a part in securing 

payment card data globally, please visit: http://pcisecuritystandards.org.  

https://programs.pcissc.org/
mailto:support@pcisecuritystandards.org
https://www.pcisecuritystandards.org/index.php
https://www.pcisecuritystandards.org/documents/pci_dss_v2.pdf
http://pcisecuritystandards.org/


 

Connect with the PCI Council on LinkedIn: http://www.linkedin.com/company/pci-

security-standards-council  

Join the conversation on Twitter: http://twitter.com/#!/PCISSC  
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